


Virtual authenticity

global transactions to gain access to what we want when we want.

to the popularity of remixes in the music industry 

created from substandard TV scriptwriting.

questions of veracity and reliability which have 

discussion of how the Obama election campaign 
had used technology to create a seemingly authentic 
experience: ‘The idea was that people could “get 

Technology, and especially the internet, was used to 
give people the sense of being closer to the heart of 
things than would otherwise have been possible, but 
at the same time it probably also exaggerated their 
perceived involvement.

Proving what is real in an increasingly complex world 

organisations. Although individual companies and even 
sectors have their own solutions to the problem of 

challenge in the physical world, with the counterfeiting 
of everything from aircraft parts and pharmaceuticals 

relating to this topic during the programme, a number 

proportion of them aligned around the crux of the 

across a number of different levels – from goods to 
information and from an experience to our identity. 

just as good as the legitimate originals and valuing 

‘The arts have a long traditional of valuing copies: 
Chinese painters traditionally learnt their craft by 

of veracity and reliability which have 
always affected the mass media. 



companies have already said that they intend to 

patterns, phone usage and download behaviour, the 

protect them from inappropriate content without 

However, the big problem is global authenticity: 

or regional boundaries or within certain sectors 

could be trusted and used everywhere. While 
government-level authentication of identity via 

to be largely in hand for the next decade, the more 
open issue is that of proving who you are and 
so, for instance, how creditworthy you may be in 

about proving that you are who you say you are 
when at home using your PC, but doing so when 
you buy something from France over the mobile 

authentication of identity is relatively easy to achieve 
once you have the right data. However, the problem 
is that the existing data that retailers, utilities and 
airlines need is currently spread across many other 

you want something is the core challenge and hence 

A lot of attention focused on how to authenticate 
identity – particularly online. The big challenge as yet 
unmet, it was largely agreed, is simply proving who 
you are in order to access information, purchase a 
product or a service or even gain entry to a building 
with excess process and complexity.

“Many of us now have multiple, real and virtual identities, 
and so can provide various sources of information that, 
pulled together, can give a rich picture of who we are. The 

For example, biometric systems and digital rights 
management are two existing systems of authentication 
but, to date, and in spite of huge investment, digital 

virtual space, and cannot be by-passed, have gained 
support but have not yet developed momentum to 
bring about global change.

designed, positioned and bought by parents and 
given to their children. However, in restricting access 

Discussions with banks and data 
companies consistently highlighted 
the growing need for ‘global secure 
identities’ that could be trusted and 
used everywhere. 



in the past decade and the data that it already has 
on the majority of internet users, some see that a 

customers to consolidate all our personal data in 
one place for sharing with whoever needs access to 
it to validate who we are could well be in common 

believe that in the course of the next decade the 

personal data, one that is open and accessible, with 

would be a service that reveals only the relevant 
information needed to prove who you are, where 
you live or how old you are to the organisation 

about privacy and trust that might jeopardise such an 

central information point for all may well overcome 
this problem.

step forward here but many see a more integrated 
approach on the horizon.

similar organisation to become the host of shared 
personal data to validate virtual authenticity, others 

with a broader and established reach – namely 

A ‘Google Identity’ service or similar that 
allows us as customers to consolidate 
all our personal data in one place for 
sharing with whoever needs access to it 
to validate who we are could well be in 
common usage by 2020.
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